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ABSTRACT 

Cloud computing's scalable and on-demand services have revolutionised how businesses store, retrieve, and 

handle data.  While cloud services have many advantages, such cost-effectiveness, scalability, and flexibility, they 

also present difficult security issues that are not sufficiently addressed by conventional IT security frameworks.  

With an emphasis on the employment of specialised tools and protocols in contemporary cloud environments, this 

study offers a thorough examination of the strategies employed to guarantee cloud security. 

Identity and access management (IAM), data encryption, secure communication protocols, intrusion detection 

systems, and cloud-native security solutions are among the important topics covered in the study.  The focus is on 

comparing the security frameworks used by top cloud service providers, such as Google Cloud Platform (GCP), 

Microsoft Azure, and Amazon Web Services (AWS).  By use of this analysis, the study pinpoints the primary 

advantages, restrictions, and difficulties in integrating current security measures. 

The layered security approach proposed in this paper is suited for public cloud and hybrid deployments by fusing 

theoretical understanding with empirical assessments.  To improve cloud security, the results highlight the value 

of automation, proactive monitoring, and standardised protocols.  The study ends with suggestions for businesses 

looking to implement robust security systems that can fend off new dangers in the cloud computing space. 

INTRODUCTION 

Cloud computing has become a key technology in the digital age, allowing businesses to access scalable computer 

resources online.  Cloud services provide incredibly flexible, agile, and cost-effective on-demand access to 

platforms, software, and infrastructure.  But with businesses depending more and more on cloud settings, it is now 

critical to make sure that cloud security is strong.  Cloud systems are vulnerable to a variety of security risks, such 

as denial-of-service attacks, configuration flaws, illegal access, and data breaches, since sensitive data is kept off-

site and accessible from a distance. 

The term "cloud security" describes the set of rules, tools, programs, and controls used to safeguard virtualised 

intellectual property, data, apps, services, and the related cloud computing infrastructure.  Cloud security must 

handle dynamic, dispersed, and frequently multi-tenant situations, in contrast to typical on-premises IT security.  

To guarantee data confidentiality, integrity, and availability across many cloud service models, including 

Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS), this complexity 

necessitates the integration of specialised tools and security protocols. 

This study specifically examines how tools and standardised protocols are used to secure cloud systems, with a 

focus on well-known cloud service providers such as Google Cloud Platform (GCP), Microsoft Azure, and 

Amazon Web Services (AWS).  It looks into the ways that technologies like intrusion detection systems, 

encryption methods, Identity and Access Management (IAM), Transport Layer Security (TLS), and security 

posture management tools support the defense-in-depth architecture needed for safe cloud operations. 

This study's main goal is to present an organised assessment of the different techniques and systems used in 

contemporary cloud security procedures.  It also points out weaknesses, restrictions, and difficulties that still exist 

in spite of the availability of cutting-edge tools and suggests practical methods for bolstering cloud security 

deployments.  Cloud service providers, cybersecurity experts looking to reduce changing cloud-based risks, and 

businesses going through digital transformation may find the findings especially pertinent. 
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OBJECTIVES 

1. To research and assess how well-suited the current security technologies and procedures are for reducing risks 

in multi-cloud, hybrid, and public settings. 

2. To determine the most prevalent security risks and weaknesses related to cloud computing, particularly in the 

Software-as-a-Service (SaaS), Platform-as-a-Service (PaaS), and Infrastructure-as-a-Service (IaaS) models. 

3. To evaluate current security tools used by key cloud providers like AWS, Azure, and Google Cloud Platform, 

including IAM solutions, SIEM tools, encryption systems, and threat detection platforms. 

4. To assess how security techniques like IPSec, SAML, OAuth 2.0, and TLS contribute to safe data transmission 

and authentication in cloud settings. 

5. To conduct a functional, efficacious, and compliance comparison of the security systems used by top cloud 

service providers. 

HYPOTHESIS 

1. Null Hypothesis (H₀ ): The overall security posture of cloud service environments is not appreciably enhanced 

by the inclusion of security tools and protocols. 

Alternative Hypothesis (H₁ ): Cloud service infrastructures' overall security posture is greatly enhanced by the 

incorporation of security tools and procedures. 

2. Null Hypothesis (H₀ ): Standardised cloud security protocols, such SAML, OAuth 2.0, and TLS, do not 

considerably lessen cloud-based threats and vulnerabilities. 

Alternative Hypothesis (H₁ ): Cloud-based risks and vulnerabilities are greatly decreased by the use of 

standardised cloud security protocols, such as TLS, OAuth 2.0, and SAML. 

STATEMENT OF THE PROBLEM 

The way businesses handle data, apps, and IT infrastructure has changed dramatically as a result of the broad use 

of cloud computing.  Although cloud services offer flexibility, cost-effectiveness, and scalability, they also bring 

up new security issues that conventional security models are ill-equipped to handle.  Cloud environments' 

distributed, virtualised, and dynamic characteristics, together with multi-tenancy and third-party administration, 

have made it more challenging to ensure data availability, confidentiality, and integrity. 

Businesses still encounter data breaches, configuration errors, unsecured interfaces, and unauthorised access 

despite the availability of a plethora of tools and protocols, including Identity and Access Management (IAM), 

encryption techniques, Transport Layer Security (TLS), and intrusion detection systems.  These problems are 

made worse by the absence of standardised procedures, poor insight into cloud infrastructures, and uneven 

application of security measures by service providers. 

Additionally, cloud security tools are frequently implemented separately, which causes fragmented risk 

assessment, alert fatigue, and integration problems.  These difficulties are exacerbated in hybrid and multi-cloud 

settings where resources are spread across public and private platforms. 

REVIEW OF LITERATURE 

1.  The dynamic and distributed nature of cloud systems creates a number of security vulnerabilities, such as loss 

of data management, virtualisation threats, and multi-tenancy hazards (Subashini and Kavitha, 2011).  The 

absence of uniform security procedures among cloud service providers makes these difficulties worse. 

2.  Zissis and Lekkas (2012) pointed out that because of the decentralised data locations and hardware abstraction, 

traditional perimeter-based security methods are insufficient in cloud environments.  Their work laid the 

foundation for modern best practices by highlighting the significance of identity-centric and data-centric 

security methods. 
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3.  Cloud-native security products are becoming more and more important, according to recent research.  

Hashizume et al. (2013) examined cloud computing-specific risks and weaknesses and divided them into three 

categories: host-level, application-level, and network-level threats.  They underlined the necessity of real-time 

threat monitoring and response solutions such as Security Information and Event Management (SIEM) and 

Cloud Security Posture Management (CSPM). 

4.  To improve the overall security posture, Gonzalez et al. (2017) proposed multi-layered security models that 

include federated identity management, encryption methods, and intrusion detection systems.  Another 

interesting avenue for proactive threat management was the application of machine learning to anomaly 

detection. 

The security aspects of the main cloud service providers have been assessed through a number of comparison 

investigations.  In their 2010 comparison of AWS, Azure, and GCP, Popovic and Hocenski discovered that 

although all three providers have strong security features, if not properly maintained, their configuration 

complexity and service-specific variations can result in misconfigurations. 

RESEARCH GAP 

There is still a dearth of comprehensive study that assesses how these tools and standards interact and function in 

various cloud environments, despite the fact that many studies have looked at individual tools and protocols.  

Additionally, there hasn't been much effort put into developing a single architecture that unifies security 

procedures across multi-cloud or hybrid installations. 

By providing a comprehensive assessment of cloud security tools and protocols and suggesting an organised 

strategy for enhancing cloud security in accordance with changing threat environments and industry demands, this 

study fills these gaps. 

CLOUD SECURITY MODELS AND ARCHITECTURE 

Modern architectures like Zero Trust and the Shared Responsibility Model are essential in defining 

responsibilities between cloud providers and consumers. 

1. Confidentiality: Ensuring data is accessed only by authorized users. 

2. Integrity: Ensuring data is not altered in an unauthorized manner. 

3. Availability: Ensuring services are available when needed. 

CLOUD SECURITY ARCHITECTURE OVERVIEW 

The organised set of tools, policies, protocols, and technologies used to safeguard infrastructure, data, and apps in 

cloud environments is known as cloud security architecture.  The cloud, in contrast to traditional IT settings, has a 

shared responsibility paradigm in which the customer and the cloud service provider (CSP) share responsibility 

for certain security-related tasks.  Thus, to guarantee confidentiality, integrity, availability (CIA), and compliance, 

a clearly defined architecture is necessary. 

KEY COMPONENTS OF CLOUD SECURITY ARCHITECTURE 

Identity and Access Management (IAM): Controlling who has access to what in a cloud environment is a 

fundamental component.  It consists of policy enforcement, role-based access control (RBAC), and multi-factor 

authentication (MFA).  For instance, Google Cloud IAM, Azure Active Directory, and AWS IAM. 

Data Protection and Encryption: Data must be encrypted while it is being processed, in transit, and at rest.  

Secure access is ensured by the use of encryption keys, which are frequently controlled by Key Management 

Services (KMS).  Examples include Azure Key Vault, AWS KMS, and AES-256 encryption. 
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Network Security: Includes using Intrusion Detection and Prevention Systems (IDPS), Virtual Private Clouds 

(VPCs), and virtual firewalls.  Secure VPN tunnels, network segmentation, and microsegmentation all aid in 

halting attackers' lateral movement.  Secure communication is ensured by protocols such as TLS and IPSec. 

Security Monitoring and Incident Response: Tools for continuous monitoring record access, keep tabs on 

behaviour, and spot irregularities.  Real-time incident data analysis is done by SIEM tools.  For instance, Google 

Chronicle, Azure Sentinel, and AWS GuardDuty. 

Compliance and Policy Management: includes putting security standards like SOC 2, GDPR, HIPAA, and 

ISO/IEC 27001 into practice.  Regulatory compliance is ensured by automated policy enforcers, compliance 

checkers, and audit logging tools. 

Application Security: Guarantees that cloud-deployed apps are safe from code-level vulnerabilities such as SQL 

injection and cross-site scripting (XSS).  Secure SDLC procedures and Web Application Firewalls (WAFs) are 

crucial. 

Disaster Recovery and Business Continuity: During outages or attacks, service availability is ensured by 

region-based failover systems, backup policies, and redundant storage. 

CLOUD SECURITY MODELS 

Shared Responsibility Model: Provider responsibilities: Securing infrastructure, physical hardware, network, 

and hypervisor. 

Customer responsibilities: Securing data, identity, access, and application-level configurations. 

Zero Trust Security Model: Assumes no implicit trust, regardless of location or user. Requires continuous 

verification, least privilege access, and microsegmentation. 

Defense-in-Depth Approach: Security is implemented in multiple layers—network, host, application, and data 

layers—to reduce the attack surface. 

INTEGRATION WITH CLOUD SERVICE MODELS 

Service Model Security Focus Area Tools/Techniques 

IaaS Virtual machines, storage, network IAM, Encryption, Firewalls 

PaaS Application development, databases WAF, Code scanning, RBAC 

SaaS End-user data and interfaces SSO, MFA, Audit Logging 

In addition to lowering the chance of data breaches and service interruptions, a strong cloud security architecture 

fosters stakeholder trust and guarantees adherence to international security standards.  A modular, policy-driven, 

and automated security framework is necessary for long-term cloud operations as cloud ecosystems become more 

complex. 

TOOLS FOR CLOUD SECURITY 

A wide range of tools are employed to monitor, detect, and mitigate security threats in the cloud: 

1. CloudSploit and ScoutSuite: Configuration vulnerability scanning. 

2. AWS Security Hub and Azure Security Center: Integrated native tools. 

3. Snort and Suricata: Intrusion detection and prevention. 

4. HashiCorp Vault: Secrets and key management. 

5. SIEM tools like Splunk and ELK Stack: Event correlation and incident response. 
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Standardised protocols and cutting-edge tools are used in tandem to ensure cloud computing security.  These 

technologies assist in monitoring activities, preventing unwanted access, protecting data while it's in transit and at 

rest, and guaranteeing compliance.  A safe and robust cloud architecture depends on the proper choice and 

integration of various tools and protocols. 

SECURITY TOOLS FOR CLOUD ENVIRONMENTS 

Security tools are cloud-native or third-party solutions designed to enforce policies, detect threats, manage 

identities, and monitor configurations. 

Tool Category Tool Examples Purpose Cloud Providers 

Identity and Access 

Management (IAM) 

AWS IAM, Azure AD, 

Okta 

Manage users, roles, 

permissions 

AWS, Azure, 

GCP 

Key Management 

Services (KMS) 

AWS KMS, Azure Key 

Vault, HashiCorp Vault 

Encryption key storage and 

lifecycle management 

All major CSPs 

Security Information and 

Event Management 

(SIEM) 

Splunk, Azure Sentinel, 

IBM QRadar 

Collect, analyze, and 

correlate logs for threat 

detection 

Azure, AWS, 

GCP 

Cloud Security Posture 

Management (CSPM) 

Prisma Cloud, AWS 

Config, Check Point 

Dome9 

Identify misconfigurations, 

monitor compliance 

AWS, Azure, 

GCP 

Web Application Firewall 

(WAF) 

AWS WAF, Cloudflare, 

Fortinet WAF 

Protect against web attacks 

like SQL injection, XSS 

AWS, GCP, 

Azure 

Intrusion Detection & 

Prevention (IDS/IPS) 

Snort, Suricata, Trend 

Micro Deep Security 

Monitor and prevent 

malicious activity 

Third-party 

Endpoint Detection & 

Response (EDR) 

CrowdStrike Falcon, 

Microsoft Defender 

Detect endpoint-level 

threats 

Azure, AWS 

SECURITY PROTOCOLS IN CLOUD COMPUTING 

Security protocols ensure secure communication, identity verification, data confidentiality, and integrity between 

cloud clients and servers. 

Protocol Function Application in Cloud 

TLS/SSL (Transport Layer 

Security / Secure Socket Layer) 

Encrypts communication 

between client and server 

Secures HTTPs connections, 

APIs, storage access 

IPSec (Internet Protocol 

Security) 

Secure communication at the 

network layer 

Used in VPNs and secure VPC 

peering 

SAML (Security Assertion 

Markup Language) 

Enables Single Sign-On (SSO) Used for federated identity in 

enterprise apps 

OAuth 2.0 Authorization framework Delegates access to APIs 

without exposing credentials 

OpenID Connect (OIDC) Authentication layer on top of 

OAuth 2.0 

Verifies user identities 

LDAP (Lightweight Directory 

Access Protocol) 

Centralized directory service Used for identity lookup and 

authentication 

DNSSEC (DNS Security 

Extensions) 

Secures DNS queries Prevents spoofing and DNS 

cache poisoning 

CASE STUDY: CLOUD PROVIDERS AND THEIR SECURITY MODELS 

The implementation of cloud security designs by the three main cloud providers—Amazon Web Services (AWS), 

Microsoft Azure, and Google Cloud Platform (GCP)—is compared.  In order to guarantee data protection, 
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identity management, and threat mitigation, each supplier provides a full range of security solutions and 

frameworks that represent various strategic priorities. 

1. Amazon Web Services (AWS) 
Amazon Web Services (AWS) is one of the most mature and widely adopted cloud platforms. Its security 

framework is built on a robust set of tools that support layered protection. 

Key Security Features: 

1. Identity and Access Management (IAM): Enables fine-grained control over who can access which AWS 

resources. 

2. Virtual Private Cloud (VPC): Provides logically isolated network environments and security groups for 

traffic control. 

3. AWS Key Management Service (KMS): Manages encryption keys used to protect data. 

4. Amazon GuardDuty: An intelligent threat detection service that continuously monitors for malicious activity. 

5. AWS Shield: Protects against Distributed Denial of Service (DDoS) attacks. 

Security Approach: 

1. AWS is responsible for security of the cloud (infrastructure, hardware, software, networking). 

2. Customers are responsible for security in the cloud (data, access control, identity configuration). 

Compliance Support: Offers support for various certifications: ISO 27001, SOC 2, HIPAA, FedRAMP, etc. 

2. Microsoft Azure 
Microsoft Azure emphasizes integrated threat protection and a Zero Trust security approach to safeguard both 

cloud and hybrid environments. 

Key Security Features: 

1. Azure Active Directory (Azure AD): Provides identity management and access control across services. 

2. Microsoft Defender for Cloud (formerly Azure Security Center): Provides unified security management 

and advanced threat protection. 

3. Azure Sentinel: A cloud-native Security Information and Event Management (SIEM) and Security 

Orchestration Automated Response (SOAR) platform. 

4. Azure Key Vault: Manages and safeguards cryptographic keys and secrets. 

Security Approach: Embraces the Zero Trust Security Model, based on the principles of: Verify explicitly, Use 

least privilege access, Assume breach Compliance Support: Complies with standards such as GDPR, ISO 27018, 

NIST 800-53, and others. 

3. Google Cloud Platform (GCP) 

Google Cloud Platform (GCP) has built its security around a data-centric, privacy-focused architecture, with an 

emphasis on automation and transparency. 

Key Security Features: 

1. BeyondCorp Enterprise: Implements Google’s Zero Trust model, eliminating the need for a VPN and 

verifying access based on context. 

2. Access Transparency: Provides logs showing how Google support and engineering teams interact with 

customer data. 



ISSN: 2633-4828  Vol. 5 No.2, June, 2023  

 

International Journal of Applied Engineering & Technology 
 

 

Copyrights @ Roman Science Publications Ins.  Vol. 5 No.2, June, 2023 

 International Journal of Applied Engineering & Technology 

 

 612 

 

3. Data Loss Prevention (DLP) API: Automatically detects and protects sensitive data like PII, credit card 

numbers, etc. 

4. Cloud Identity and Access Management (Cloud IAM): Manages resource access with fine-grained controls. 

Security Approach: 

1. Implements context-aware access and end-to-end encryption, with default data encryption at rest and in transit. 

2. Strong focus on AI-based security analytics and automated threat detection. 

Compliance Support: Meets requirements for PCI DSS, ISO/IEC 27001, FIPS 140-2, and others. 

CHALLENGES IN CLOUD SECURITY 

Cloud computing still faces many security issues that jeopardise user trust, system integrity, and data privacy 

despite the development of advanced tools and standards.  The dynamic, multi-tenant, and remotely controlled 

nature of cloud infrastructures exacerbates these issues, rendering conventional security techniques inadequate. 

1. Data Breaches and Loss: The possibility of data breaches brought on by unauthorised access, inadequate 

encryption, or improperly designed storage is one of the biggest worries in cloud systems.  When made 

publicly available, cloud storage buckets have the potential to leak private data, including financial 

information, medical records, and personally identifiable information (PII). 

2. Misconfiguration and Human Error: One of the main reasons for cloud vulnerabilities is misconfigurations. 

A lack of experience, complicated interfaces, and different service configurations (such as firewall rules and 

IAM policies) frequently lead to unintentional cloud resource exposure.  Without constant observation, these 

mistakes may go undetected. 

3. Insecure APIs and Interfaces: Application programming interfaces (APIs) are essential to the providing, 

administration, and automation of cloud services.  These APIs become possible entry points for attackers to 

exploit if they are not adequately secured using protocols like TLS or OAuth 2.0. 

4. Insider Threats: In cloud computing, insider threats—whether intentional or careless—present a special risk. 

Privileged access employees, contractors, or partners may purposefully or inadvertently install backdoors, leak 

data, or interfere with service operations. 

5. Compliance and Legal Challenges: Because cloud users frequently work across borders, it can be challenging 

to comply with data protection laws like GDPR, HIPAA, or India's DPDP Act.  It can be difficult to ensure 

data sovereignty, audit trails, and legal access, particularly in multi-cloud deployments. 

6. Denial of Service (DoS) and Distributed DoS (DDoS) Attacks: DDoS attacks are commonly directed at 

cloud services with the intention of interfering with availability.  Even with technologies like AWS Shield or 

Azure DDoS Protection, advanced attacks can still overload resources or impair the operation of several 

tenants. 

7. Rapid Change and Complex Environments: Autoscaling, CI/CD pipelines, and dynamic resource 

provisioning cause cloud environments to evolve quickly.  Maintaining consistent security measures is 

challenging due to this velocity and complexity, particularly in hybrid and multi-cloud environments. 

PROPOSED SOLUTION FRAMEWORK 

This study suggests a Layered Security Framework that combines contemporary technologies, standardised 

protocols, and proactive monitoring techniques to handle the ever-changing threats and enduring difficulties in 

cloud security.  The framework, which is based on the Zero Trust Security Model and best practices from cloud-

native security architectures, is made to function in public, hybrid, and multi-cloud settings. 
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OBJECTIVES OF THE FRAMEWORK 
1. Ensure end-to-end data security (at rest, in transit, and in use). 

2. Improve threat visibility, detection, and response time. 

3. Minimize misconfiguration and access control risks. 

4. Standardize policy enforcement across cloud providers. 

5. Achieve regulatory compliance through automated monitoring and logging. 

CONCLUSION AND FUTURE WORK 

Cloud security is a complex issue that needs constant development.  Using tools and protocols that address 

common vulnerabilities across cloud service architectures, this article offers an organised method.  Future 

research will focus on creating quantum-safe cryptographic protocols and using AI/ML for predictive threat 

detection.  With major advantages including scalability, cost-effectiveness, and agility, cloud computing is 

continuing to revolutionise how businesses store, manage, and access data.  These advantages do, however, come 

with equally important security risks.  The technologies and procedures that underpin contemporary cloud 

security across top service providers—AWS, Microsoft Azure, and Google Cloud Platform—have been critically 

examined in this study.  According to the study, no one tool or technique is enough on its own.  Rather, cloud 

infrastructures require a multi-layered security approach that includes IAM, encryption, secure networking, 

ongoing monitoring, and automated compliance enforcement.  Every cloud provider has distinct advantages; 

AWS is best at sophisticated toolkits, Azure is best at enterprise integration, and GCP provides cutting-edge zero-

trust and AI-powered solutions.  The industry still faces issues like misconfigurations, insecure APIs, insider 

threats, restricted visibility, and regulatory complexity despite improvements in cloud-native security tools.  In 

hybrid and multi-cloud systems, when uneven security rules and integration issues occur, these concerns are 

frequently exacerbated. The study suggested a Layered Security Framework to close these gaps by bringing tools 

and protocols into line with fundamental cloud security ideas like shared responsibility, defense-in-depth, and 

zero trust.  To ensure that security is proactive, policy-driven, and flexible across various cloud models, the 

framework places a strong emphasis on identity control, encryption, ongoing monitoring, and compliance.  In 

summary, attaining strong cloud security involves not only technological difficulties but also operational and 

architectural ones.  It calls for cooperation between enterprises, cloud service providers, and legislators in addition 

to continuous training, the exchange of threat intelligence, and the incorporation of cutting-edge technology like 

automation and artificial intelligence. 

REFERENCES 

1. Subashini, S., & Kavitha, V. (2011). A survey on security issues in service delivery models of cloud 

computing. Journal of Network and Computer Applications, 34(1), 1–11. 

https://doi.org/10.1016/j.jnca.2010.07.006 

2. Zissis, D., & Lekkas, D. (2012). Addressing cloud computing security issues. Future Generation Computer 

Systems, 28(3), 583–592. https://doi.org/10.1016/j.future.2010.12.006 

3. Hashizume, K., Rosado, D. G., Fernández-Medina, E., & Fernandez, E. B. (2013). An analysis of security 

issues for cloud computing. Journal of Internet Services and Applications, 4(1), 5. 

https://doi.org/10.1186/1869-0238-4-5 

4. Gonzalez, N., Miers, C., Redígolo, F., Simplicio, M., Carvalho, T., Näslund, M., & Pourzandi, M. (2017). A 

quantitative analysis of current security concerns and solutions for cloud computing. Journal of Cloud 

Computing, 5(1), 1–23. https://doi.org/10.1186/s13677-016-0070-1 

5. Popovic, K., & Hocenski, Ž. (2010). Cloud computing security issues and challenges. In MIPRO, 2010 

proceedings of the 33rd International Convention (pp. 344–349). 

https://doi.org/10.1016/j.jnca.2010.07.006
https://doi.org/10.1016/j.future.2010.12.006
https://doi.org/10.1186/1869-0238-4-5
https://doi.org/10.1186/s13677-016-0070-1


ISSN: 2633-4828  Vol. 5 No.2, June, 2023  

 

International Journal of Applied Engineering & Technology 
 

 

Copyrights @ Roman Science Publications Ins.  Vol. 5 No.2, June, 2023 

 International Journal of Applied Engineering & Technology 

 

 614 

 

6. Khan, K. M., & Malluhi, Q. (2010). Establishing trust in cloud computing. IT Professional, 12(5), 20–27. 

https://doi.org/10.1109/MITP.2010.154 

7. AlZain, M. A., Pardede, E., Soh, B., & Thom, J. (2012). Cloud computing security: From single to multi-

clouds. In 45th Hawaii International Conference on System Sciences. https://doi.org/10.1109/HICSS.2012.11 

 

https://doi.org/10.1109/MITP.2010.154
https://doi.org/10.1109/HICSS.2012.11

